Creating an electronic signature in Adobe Acrobat

Please call the Administrative Helpdesk if you have any questions or need assistance: (718) 260 — 5610.

The College requests that you save your electronic signature file on your network Home Directory (H:\) drive
so that it can be utilized from any computer, it will be secured and backed up. If it is not saved on your
network directory, then you will always have to sign from the computer that you have created it in.

STEP 1.
Open Adobe Acrobat Professional from your computer. From the Tool Bar, select Advanced — Security
Settings.
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STEP 2.
Click Add Digital ID. Select Create a self-signed digital ID for use with Acrobat
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Add Digital ID

Add ar create a digital ID to sign and encrypt documents. The certificate that comes with yvour
digital ID is sent to others so that they can werify vour signature,

(") Browse For an existing digital ID file

) Configure a roaming ID for use on this computer
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STEP 3.
Select New PKCS#12 digital ID File

Add Digital ID

\ Where would you like to skore vour self-signed digital ID?

(%) New PKCS#12 digital ID file:

Creates a new password protected digital ID file that uses the standard PKCS#12 Format, This
common digical ID file Format is supporked by most security software applications, incuding
major web browsers, PKCS#12 files have a .pFx or .pl 2 file extension.

() Windows Certificate Store

Your digital ID will be stored in the Windows Certificate Store where it will also be available to
other Windows applications. The digital ID will be protected by yvour Windows login.
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STEP 4.

Complete the Identity information.
Leave the default values already
populated.

Add Digital ID

Enter wour identity information to be used when generating the self-signed certificate.

Mame {e.q. John Smith}: |

Qrganizational Unit: |

Qrganization MName: |

Email Address: |
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P CountryjRegion: | LIS - UNITED STATES

[JEnable Unicode Suppart

> ke Algarithr: | 1024-bit R5A

> Use digital ID for: | Digital Signatures and Daka Encryplion

] |

Mexk =




STEP 5.

Enter the file location and password for the new digital ID file.Please Browse and enter your H:\
drive directory. Enter and confirm the password. Click Finish.

Add Digital ID X

Enter a file lncation and password For vour new digical 10 file, You will need the passward when wvou
use the digital ID ko sign or decrypt documents, Yoo should make a note of the file location so that

wou can copy this file For backup or other purposes. You can later change options For this File using

the Security Settings dialog.

Eile Mame:

impus_treel . campus? _hdrive, servers, groups.campusiHomedirtRUdding Test, pFx

Password:

Confirm Password:
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STEP 5.
Your new Digital ID has been created.
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